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1. Purpose and notes

This document is intended for users of the Gazelle test platform and aims to present the Test Management

tool.

Please note that the explanations given below are only valid up to version 6.2.3 of Test Management.

The graphic interface is different for higher versions which may render the steps and screenshots below invalid.

Information and screenshots are taken from a national Gazelle platform, but the use remains the same

regardless of the Gazelle instance used.

2. Using the Test Management tool
2.1. Logging to Gazelle Test Management

To log in to the Test Management tool:

> Goto: https://pancanadianio.ca/ (or to your Gazelle instance’s URL)

> Select Gazelle Test Management from the list of available tools.
The user is taken to the Test Management tool home page.

Click on "CAS Sign-in" at the top right.

Gazelle ‘

TF = Create an account Sign-in CAS Sign-in

Gazelle

Welcome

Welcome to the Gazelle server for registration
« Demo/Testing @
« Demo -Canadian-Projectathon 2023 @
+ PAN-Canadian Projectathon 2023 @
+ PAN-Canadian-Projectathon 2022 @

Please send your questions by email to the IHE Technical managers (Souleymane Thiam) for any inquiries on testing procedures.

Figure 1 : Access to Gazelle Test Management
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Log in with your account "username" and "password" and click on "LOGIN":

IHE

Login =l

This s

o urls th

Username: Links to CA{
||| || %5 Dashboa

GAZELLE

eHealth test framework
for interoperability

Password: ‘ Documen

| | 9 Issue Tra

[JRemember Me

LOGIN

Figure 2 : Connexion to Gazelle Test Management

= Mailing Li
& Chatroon|
B

Blog

This page is displayed:

Gazelle - Demo/Testing
k

Registration ~ TF - Tests List ~ Configurations ~ Connectathon ~ Submit Query P car 0 Messages g asmith ~

Gazelle

Welcome

Welcome to the Gazelle server for registration for the:
DemolTesting
The registration deadline is 1/31/24 12:00:00 PM _ You will not be able to add or alter systems after that date

Please send your questions by email to the IHE Technical managers (: | for any inquiries on testing procedures

Figure 3 : Gazelle Test Management homepage

2.2. Changing the password

When a user wishes to change the password linked to their Gazelle account, they must go to the Test

Management section as indicated in section 5.1 and click on the "Preferences" option:

Gazelle - Demo/Testing

Registration ~ TF = Tests List = Configurations ~ Connectathon ~ Submit Query P caT 0 Messages @
Gazelle

Logout

Welcome

Welcome to the Gazelle server for registration for the:

Figure 4 : Access to preferences in Gazelle Test Management
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The user must then click on "Change password" and enter the new password.

User Preferences

Username asmith
First name Alan
Last name Smith
Email alan.smith@yopmail.com
Organization Demo Healthcare HOTO
Skype Account NOT
Table label AVAILABLE
Spoken languages
Sequence Diagram dis...  The sequence diagram will be displayed in the test instance page
Email address option Only gazelle administrators and the administrator of your erganization have
access to your email address
Notification option Motification will be send by email if the testing session is configured to do it
Results per page 20

ﬂ Change password

Figure 5 : Access to change password

Change password

Change the password

Current password *
Password *
Password confirmation *

* required fields

Cancel

Figure 6 : Changing the password

After changing the password, the user must log out of the tool and log back in to use the new password.

2.3. Use of the tool
2.3.1. Loading the test session

On first login, the user is directly connected to the default test session.

®e

DemofTesting e e
L]

Figure 7 : Default test session

Only one test session can be used at any one time by the user.
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If several test sessions exist, to switch from one session to another, click on "Switch":

Gazelle - Demo/Testing A
Registration + TF = Tests List v Configurations ~ Connectathon = Submit Query b CAT 0 Messages @ asmith ~
Gazelle

Welcome

Welcome to the Gazelle server for registration for the:

DemolTesting
The registration deadling is 1/31/24 12:00:00 PM _ You will not be able to add or alter systems after that date.

Please send your questions by email to the IHE Technical managers 1} for any inquiries on testing procedures.

Figure 8 : Switching the test session

A list of all sessions will be displayed, and you will need to click on the desired session.

2.3.2. Sign-up for an existing organisation

If your organization is already registered in Gazelle TM, to obtain an account in Gazelle, you must:
> Click on the “Create an account button” in the Test Management homepage,

Gazelle

TF - Create an account Sign-in

Figure 9 - Create an account with a already registered organization

> You are redirected to the “Register a user” page. Fill-in the form and select your organization in the

drop-down list under Organization Name.

Register a user
Register User Information

Please use this form in order to edit user information.
First name *

Lastname *
Email*

Username {e.g., msmith) *

valug s required

Password *
Password confirmation *
Organization Name @ *

KEREVAL (KEREVAL) -

* required fields

Save

Figure 10 - Register a user page

> Your organization’s admin (who has a “vendor_admin_role”) will receive an e-mail and activate your

account manually.
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2.3.3. Registering an Organization

If your organization isn’t registered in Gazelle TM, to obtain an account in Gazelle and create your company,
you must:

> Click on the “Create an account button” in the Test Management homepage,

Gazelle "
[

TF - Create an account Sign-in CAS Sign-in

Figure 11 - Create an account and a new organization

> You are redirected to the “Register a user” page. Fill-in the form and, in the drop-down list under

Organization Name, select New Company.

Register User Information

Plesse use this form in ordes to edit user information.
First name *

Lastname *
Email *

Usemame (e.g., msmith) *

[ ]

value is required

Password *
Password confirmation *

Organization Name @ *

New company - Create your company (NULL)

Create a new institution

Organization Name *
Organization Keyword (eg. 'BIC’ for Big Medical organization) *
Type of organization @ *

Please Select... v

organization URL *

* required fields

Figure 12 - Register a user and a company page

You'll receive an e-mail to confirm your registration. As soon as you click on the confirmation link, you are

now an authorized user in Gazelle and registered as your organization’s vendor admin.

Public Final Version Page 7 /20



GAZELLE TEST MANAGEMENT USER GUIDE

]
KERE \//\L KER2-PRC-EFS-GUIDE_UTILISATEUR-1.06

2.3.4. Accessing the test book

To access the list of your peer to peer tests to be run, click on the "CAT" shortcut from the Test Management

tool:
Gazelle - Demol/Testing A
Registration ~ TF = Tests List v Configurations ~ Connectathon ~ ' CAT 0 Messages @ asmith ~
Gazelle
Welcome

Welcome to the Gazelle server for registration for the:
DemolTesting
The registration deadline is 1/31/24 12:00:00 PM _ You will not be able to add or alter systems after that date.

Please send your questions by email to the IHE Technical managers 1) for any inquiries on testing procedures.

Figure 13 : Access to the test cases to be executed

The page displayed lists all the tests the system should cover.

e.g..

OTHER_INFOWAY_DEMO  IUA AUTH_CLIENT NONE T 4an 0% 0% 8% 0% Ploase Select...
Test Meta test
IUA_JWT_Token-AuthCodeGrant + R/3 011 0M 105 A Click to write a comment
IUA_JWT_Token-ClientCredGrant + R/3 01 oM Click to write a comment
IUA_PurposeOfise + R/1 0101 Click to write a comment
IUA_SubjectRole + R/1 01 oM Click to write a comment
4 tests

OTHER_INFOWAY_DEMO UA AUTH_SERVER JWT_TOKEN T 4/0 0% 0% 13% 0% Please Select... ~
Test Meta test
UA_JWT_Token-AuthCodeGrant + R/2 01 oM 105 £ Click to write a comment
IUA_JWT_Token-ClientCredGrant + R/2 01 oM Click to write a comment
IUA_PurposeOfise + R/1 01 oM Click to write a comment
IUA_SubjectRole + R/1 01 oM Click to write a comment

Figure 14 : Example of test cases that a system must perform.

The status of the tests is indicated in the columns V, W, P, F:

> The "V" (verified) column groups validated tests to "Verified" status (i.e. verified by the verification
entity)

> The "W" column (awaiting validation) indicates the number of tests that are in "To be verified" status,
i.e. completed but not verified

> The"P" (progress) column shows the progress of the test execution on the totality of the tests your
system should cover at "Partially checked" or "In progress"” status
> The column "F" (failed) indicates the number of tests in "Failed" status

For information, the "R/O" column indicates the number of Required (R) and Optional (O) tests to be
performed.
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2.3.5. Accessing a test case

The user can access a test by clicking on the test name.

OTHER_INFOWAY_DEMO IUA AUTH_CLIENT NONE T 440 0% 0% 8% 0% Please Select... v
Test Meta test
IUA_JWT_Token-AuthCodeGrant I + R/3 01 01 105 Click to write a comment
IUA_JWT_Token-ClientCredGrant + R/3 01 01 Click to write a comment
IUA_PurposeOfise + R/1 01 on Click to write a comment
IUA_SubjectRole + R/1 01 01 Click to write 2 comment
4 tests

OTHER_INFOWAY_DEMO IUA AUTH_SERVER JWT_TOKEN T 4/0 0% 0% 13% 0% Please Select...
Test Meta test
IUA_JWT_Token-AuthCodeGrant + R/2 01 01 105 Click to write a comment
IUA_JWT_Token-ClientCredGrant + R/2 01 01 Click to write a comment
IUA_PurposeOfJse + R/1 01 01 Click to write a comment
IUA_SubjectRole + R/1 01 01 Click to write a comment

Figure 15 : Accessing a test case

Each test case consists of:

>  Asummary:

Public

Test : IUA_JWT_Token-AuthCodeGrant

back to test list print test as pdf

Test Summary

Id 47

Keyword IUA_JWT_Token-AuthCodeGrant
Name UA_JWT_Token-AuthCodeGrant
Version CAN-IO 2022

Test Author

Last modifier

Status ready

Type connectathon

Is external tool ?
Is Orchestrable
is Validated ?

Peer Type
Test permanent link
Short Description

Peer To Peer

https://pancanadianio.calgazelle/test. seam?id=47

Authorization Client, Authorization Server and Resource Server test RESTHul transaction
with IUA and JWT Token using Authorization Code Grant type.

Last changed 3/23/22 2:54:39 PM

Edit

Figure 16 — Example of a test case - Summary

Final Version
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> A description composed of several chapters:

Test Description in English

Special Instructions

b Test Pariners: Before performing any test steps, please follow these instructions for Requesting REPLAY

Evaluation from a Monitor.
Authorization Grant Types:

The IUA Profile identifies two different methods to obtain authorization in the [ITI-7 1] transaction; thus we have two different JWT
token tests. The Authorization Client test partiner chooses which test to perform, depending on the authorization grant type it
supports:

=> Authorization Code Grant (this test] [DAuth 2.1, Section 4.1]. This grant type is optimized for confidential clients who make use of
User Agents (e.g., web browsers).

=» Client Credentials Grant {do test [UA_JWT_Token-ClientCredGrant instead) [OAuth 2.1, Section 4.2] This grant type is
oplimized for clients requesting access tokens using only its client credentials and is restricted to confidential clients (e.g., medical
devices, back end applications).

Test partner considerations:

« The Authorization Client and the Resource Server in this test must support the same RESTul transaction (where the
requested token will be incorporated). This may be an IHE transaction (preferred!), but thatis not required. Possibilities
include transactions in MHD, PDGm, PIXm, mACHM, and others. The Client & Server should agree on this before starting the
test.

« We expect thatitis common for the Authorization Server and the Resource Server to be the same ‘test system’, ie the
Authorization Server is managing tokens to authorize access to its resources. Thus, itis OK for the Authorization Server and
the Resource Server to be performed by the same test system (or by two systems from the same company). Since Gazelle
Test Management prohibits testing between systems from the same company, you need to ask a Connectathon Project
Manager to start this test for you.

« The Authorization Client must be a different test system & from a different company, than the two Server actors in the test.

Authorization Server and Resource Server endpoints:

Authorization Clients should note that the Authorization Server test partner has two configuration entries in Gazelle Test
Management, for the two steps for [ITI-71]:

1. [ITI-71] Get Access Token, Step 1 - Authorization endpoint
2. [IT71] Get Access Token, Step 2 - Token endpoint

In i tha Cliant muct alen ranfinura an int nnths Docnures Souar i s oftartha Cliont nhtaine tha tnlan it will

Figure 17 — Example of a test case - Description

> Actors (roles) involved in the test:

Test Roles
Keyword # to realize Card Min  Card Max  Optionality URL URL Doc
AUTH_CLIENT-IUA @ 3 1 1 Required

RESOURCE_SERVER-IUA-.

\TToken @ 2 0 1 Required
AUTH_SERVER-IUA-JWTToken @ 2 0 1 Required

Edittest roles

Figure 18 - Example of a test case - Roles
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> Test steps presented in a sequence diagram (1) and in a table (2):

IUA JWT TDkEn-AuthCndeE;'a nt

AUTH CLIENT-IUA:AUTH CLIENT I |RESOURCE SERVER-IUA|WTToken:RESOURCE SERVER I [AUTH SERVER-IUA-JWTToken:AUTH SERVER I

All participants in the test read the
contents of the Test Description above.

Before testing RESTful transactions with
a JWT token (steps 40+ below), we first
want the Authorization Client te try to
access a protected resource on the
Resource Server *without* providing a
token. In Step 30, the Resource Server
will demonstrate that it is configured
to **deny access** to those resources
unless a valid token is provided by the
Client.

3

In this step, the Client will query the
Resource Server for a Patient (PIXm,
PDQm). or for a document (MHD) *without*
providing a token. We expect the
Resource Server to deny access.

(Though this step is required, it is

possible that some Clients will be

unable to perform this step to request

wfo atoken. In that case, this step

may be skipped).

ITI-71 Step 1: The Authorization Client
initiates the authorization request flow

by sending the browser to the
authorization endpoint of the
Authorization Server. See details of

the request and response in the Expected
Actions above.

I

ITI-71 Step 2: Ta get its access token,
the Client now submits the code to the
token endpeint Authorization Server.
TThe Server should attach the JWT token
(decoded) to this test step so that it

can be examined by the monitor. See
details of the request and response in

the Expected Actions abovs
IT1.71 - WTTP POST [not accpce tokon)

Figure 19 - Example of a test case — Test steps (1) Sequence diagram

Step Index Initiator Role Responder Role
10 AUTH_CLIENT- AUTH_CLIENT-IUA
IUA
Input and Output Contextual Information (0 -
20 AUTH_CLIENT- AUTH_CLIENT-IUA
IUA
Input and Output Contextual Information (0 -
30 AUTH_CLIENT- AUTH_CLIENTIUA
IUA
Input and Output Contextual Information (0 -
40 AUTH_CLIENT- AUTH_SERVER-IUA-
IUA JWTToken
Input and Output Contextual Information (0 -
50 AUTH_CLIENT- AUTH_SERVER-IUA-
IUA JWTToken

Transaction Secured Message Type

Instructions

0)

Instructions

0)
RESTRul

transaction wio
JWT token

0)

m-71 HTTP GET
(authorization

request)

0)

m-71 HTTP POST (get

access token)

Option Description

Required All participants in the test read the contents of the Test Description

above

Required Before testing RESTful transactions with a JWT token (steps 40+
below), we first want the Authorization Clientto try to access a protected
resource on the Resource Server “without™ providing a token. In Step
30, the Resource Server will demonstrate that it is configured to **deny
access™ to those resources unless a valid token is provided by the
Client

Reqguired In this step, the Client will query the Resource Server for a Patient
(PIXm, PDQm), or for a document (MHD) *without* providing a token.
We expect the Resource Server to deny access. (Though this step is
required, it is possible that some Clients will be unable to perform this
step to request wio a token. In that case, this step may be skipped).

Required ITI-71 Step 1: The Authorization Client initiates the authorization request
flow by sending the browser to the autherization endpoint of the
Authorization Server. See details of the request and response in the

Expected Actions above.

Required ITI-71 Step 2: To get its access token, the Client now submits the code
to the token endpoint Authorization Server. TThe Server should attach
the JWT token (decoded) to this test step so that it can be examined by
the monitor. See details of the request and response in the Expected
Actions above

Figure 20 - Example of a test case — Test steps (2) table

Public

Final Version
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> A comment area:

User Comments

il
U]
i
ol
2]
]
®

"

Fa B u =] Helvetica + A

(==

Figure 21 - Example of a test case — Comment area

Accessing test cases allows you to view them before starting a test instance.

You can also access to the test cases repository by clicking on the menu Test List > Test Definition.

2.3.6. Starting a test instance

A test instance is an execution of a test case and can have the following status:

> In progress: This is the initial state of a test instance once the user has pressed the "Start" button.
> Paused: A test instance can be paused and then restarted by the user.

> To be verified: When the execution of a test is completed, the status should be set to "To be

verified" for a verification entity to validate the test result.

> Aborted: If the test instance was started in error or is a duplicate of an existing test instance. It can

then be aborted.
> Verified:The test between the partners is checked and completed.

> Partially verified: If the entity verifying the test considers that some information is missing, it

identifies the test instance with this status in order to warn the user.

> Failed: The verifier believes that at least one of the test proofs is not valid.

To start a test instance, click the button |:| next to the name of the test to be run.

Public Final Version Page 12 /20



KERE \//O\L

GAZELLE TEST MANAGEMENT USER GUIDE
KER2-PRC-EFS-GUIDE_UTILISATEUR-1.06

OTHER_INFOWAY_DEMO  IUA AUTH_CLIENT NONE T 4 0% 0% 8% 0% Please Select... v
Test Meta test
IUA_JWT_Token-AuthCodeGrant R/3 01 oM 1 Click to wnite a comment
IUA_JWT_Token-ClientCredGrant + R/3 o1 oM Click to write a comment
IUA_PurposeOfise + R/1 o1 0N Click to write a comment
IUA_SubjectRole + R/1 01 01 Click to write a comment
4 tests

OTHER_INFOWAY_DEMO VA AUTH_SERVER JWT_TOKEN T 4/0 0% 0% 13% 0% Please Select.. ~
Test Meta test
IUA_JWT Token-AuthCodeGrant + R/2 o1 oM 105 Click to write a comment
UA_JWT_Token-ClientCredGrant + R/2 o1 0M Click to write a comment
IUA_PurposeOfllse + R/1 01 oM Click to write a comment
IUA_SubjectRole + R/ 01 oM Click to write a comment

Figure 22 : Step 1 of starting a test instance

The user arrives at the following page:

Start test instance

IUA_JWT_Token-AuthCodeGrant Configuration

Role Systems

Organization Name System keyword

& AUTH_CLEENTUA[1,1] @

INFOWAY

1 Participants

v RESOURCE_SERVER-AUA-JWTToken [0,1] @
INFOWAY

1 Participants

v AUTH_SERVER-IUA-JWTToken [0,1] @
INFOWAY

1 Participants

OTHER_INFOWAY_DEMO

OTHER_INFOWAY_DEMO

OTHER_INFOWAY_DEMO

Integration profile Actor Table Action
1UA AUTH_CLIENT
1UA RESOURCE_SERVER T

AUTH_SERVER o

This testinstance is configured to be executed by systems from the same company or with a single system acting as several roles

Figure 23 : Step 2 of starting a test instance

The user can start the test instance since the minimum required actors are present, click on the button:

The test instance is initialized, the user can execute the test steps.

Public

Final Version
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2.3.7. How to access the test instance
A test instance is always presented in the same way, from the “Connectathon> Test Instances” menu:

> A menu for quick access to the items in the test instance:

Test Instance Meta Data
Description

Test Participants

Test Instance Steps
Files

Chat Room

Figure 24 - Example of a test instance - Quick access menu

> Information (Meta data):

Test Instance Meta Data TI-109

Test Hame: IUA_JWT_Token-AuthCodeGrant
Test Keyword: IUA_JWT_Token-AuthCodeGrant
Test Instance permanent link: 109

Test current status : Running v
Started: 12/23/22 12:55:27 PM

Last changed: 12/23/22 126639 FM

Testing Session : Demo -Canadian-Projectathon 2023

Figure 25 - Example of a test instance - Metadata

> Test description:

Test Description in English

Special Instructions

P, IestPartners: Before performing any test steps, please follow these instructions for Requesting REPLAY

Evaluation from a Monitor.
Authorization Grant Types:

The IUA Profile identifies two different methods to obtain authorization in the [ITI-71] transaction; thus we have two different JWT
token tests, The Authorization Client test partner chooses which test to perform, depending on the authorization grant type it
supports:

>> Authorization Code Grant (this test) [OAuth 2.1, Section 4.1]. This grant type is optimized for confidential clients who make use of
User Agents (e.g., web browsers)

>> Client Credentials Grant (do test IUA_JWT_Token-ClientCredGrant instead) [OAuth 2.1, Section 4.2] This grant type is
optimized for clients requesting access tokens using only its client credentials and is restricted to confidential clients (e.g.. medical
devices, back end applications).

Test partner considerations:

« The Authorization Client and the Resource Server in this test must support the same RESTHul transaction (where the
requested token will be incorporated). This may be an IHE transaction (preferred!), but that is not required. Possibilities
Include transactions in MHD, PDQm, PIXm, mACM, and others. The Client & Server should agree on this before starting the
test

« We expectthat itis common for the Authorization Server and the Resource Server to be the same test system’, ie the
Authorization Server is managing tokens to authorize access 1o its resources. Thus, itis OK for the Authorization Server and
the Resource Server to be performed by the same test system (or by two systems from the same company). Since Gazelle
Test Management prohibits testing between systems from the same company, you need to ask a Connectathon Project
Manager to start this test for you.

« The Authorization Client must be a different test system & from a different company, than the two Server actors in the test

Server and Resource Server.

Authorization Clients should note that the Authorization Server test partner has two configuration entries in Gazelle Test
Management, for the two steps for [ITI-71]}

1.[ITI-71] Get Access Token, Step 1 - Authorization endpoint

2.[ITI-71] Get Access Token, Step 2 - Token endpoint

loadcion o Oloot couc o g dooiotooinaD » Sactha Cligot ortaing thotoion iy

Figure 26 - Example of a test instance — Description
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> Test participants:

Test Participants

Participating Systems

System keyword Organization Name System manager Role in test Integration profile
OTHER_INFOWAY_DEMO # @ INFOWAY mholitska AUTH_CLIENT-IUA 1UA
OTHER_INFOWAY_DEMO & @ INFOWAY mholitska RESOQURCE_SERVER-UA-JWTToken [N
OTHER_INFOWAY_DEMO & (@ INFOWAY mholitska AUTH_SERVER-UA-JWTTaken 1A

IUA JWT Token-AuthCodeGrant

All participants in the test read the
contents of the Test Description above.

/|_E
Before testing RESTful transactions with
a JWT token (steps 40+ below). we first

want the Authorization Client to try to
access a protected resource on the

% WI
user i

Actor Table
AUTH_GLIENT
RESOURCE_SERVER

AUTH_SERVER

Figure 27 - Example of a test instance

> Test steps:

- Participants

Test Instance Steps
Step Trans: Trans. - Message Type Opt  Sending Actor

- Instructions

@

OTHER_INFOWAY_DEMO - AUTH_CLIENT
Desc: Al participants in the test read the contents of the Test Description above.
Logs: Mo comment, file or URL
9
Proxy messages

- Instructions R OTHER_INFOWAY_DEMQ - AUTH_CLIENT

Server will demonstrate that it is configured to **deny access** to those resources unless a valid token is provided by the Client,
Logs: Nocomment, file or URL

a

Proxy messages

- RESTful transaction wio JWT token R OTHER_INFOWAY_DEMO - AUTH_CLIENT

that some Clients will be unable to perform this step to request wi a token. In that case, this step may be skipped).
Logs: No comment file or URL

+q

Proxy messages

ITI-71 & -HTTP GET (authorization request) R OTHER_INFOWAY_DEMO - AUTH_CLIENT

Desc: ITH71 Step 1: The Clientinitiates the

IEZ) Logs: Mo comment,file or URL

+ Q Upload a file (click or drop)

Receiving Actor

OTHER_INFOWAY_DEMO - AUTH_CLIENT

OTHER_INFOWAY_DEMQ - AUTH_CLIENT

OTHER_INFOWAY_DEMO - AUTH_CLIENT

OTHER_INFOWAY_DEMO - AUTH_SERVER

Status Validation Status

XvhP

Desc: Before testing RESTul transactions with a JWT token (steps 40+ below), we first want the Authorization Client to try to access a protected resource on the Resource Server *without* providing a token. In Step 30, the Resource

Desc: Inthis step, the Client will query the Resource Server for a Patient (PXm, PDQM), or for a document (MHD) “without providing a token. We expect the Resource Serverto deny access. (Though this step is required, itis possible

XvhP

request flow by sending the browser to the authorization endpoint of the Authorization Server. See defails of the request and response in the Expected Actions above.

X vP

Figure 28 - Example of a test instance - Steps

> Files:

Files

Figure 29 - Example of a test instance - Files
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>

Chat room:

Chat Room

Status changed to : Running 12/23/22 12:55:27 PM (CET GMT+0100,

Figure 30 - Example of a test instance — Chat room

2.3.8. Validating a test step

A test step always includes the following information:

>

>
>
>

Test steps number.
Type of message sent/validated in the step (can be null).
Actors involved in the test step.

Description of the test step: to be read and respected.

An add comment button © : useful for specifying an element when performing the test step

=

An add URL button : necessary for the XML message validation steps with the EVS Client tool.

An "Upload File" button: to provide proof of testing.

The status buttons of the test step are:

>

>

>

Failed x : the test has failed this step (e.g. validation result KO).

To be checked V : the test step has been completed.

Passed » : the step does not require any action from the user.

This information is represented as follows in Gazelle:

Public
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m-72 - RESTful ransaction with JWT token R OTHER_INFOWAY_DEMO - AUTH_CLIENT OTHER_INFOWAY_DEMO - RESOURCE_SERVER
Desc: IT72: The Authorization Client initiates a websenvices fransaction, incorporating the JSOM Web Token it obtained. (The type of transaction will vary depending on the test pariners, eg PDQm Query, others....)
Logs: Mo comment, file or URL XvP»
°
Proxy messages

Figure 31 : Validation of a test step

2.3.9. Update the status of the test steps and the test status

When a test step is completed, the user must indicate the status of the step in the tool by clicking on one of

the choices described above (Failed, To be verified, Passed).

When all the steps have been completed, the user must update the status of the test; the aim is to change the

"current test status" to "to be verified " in order to inform the EFS that a test is to be checked:

Status Validation Status
Test current status : Running w
Running
Paused

To be verified
Aborted
Verified
Partially verified
Failed

Figure 32 : List of test statuses
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Figure 1 : Access to Gazelle Test Management 3
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Figure 30 - Example of a test instance — Chat room 16
Figure 31 : Validation of a test step 17
Figure 32 : List of test statuses 17
3.2. Glossary

Acronyms Significations

EVSClient External Validation Service Front-end

GTM Gazelle Test Management

IHE Integrating the Healthcare Enterprise

XML eXtensible Markup Language
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4. Follow-up of the document

IHE Customers

Vv0.01

Vv0.02

Vv0.03

V1.01

V1.02

V1.03

V1.04

V1.05

V1.06

V1.07

V1.08

Public

16/11/2021

12/01/2022

13/01/2022

26/01/2022

10/02/2022

15/02/2022

17/05/2022

16/09/2022

15/11/2022

2022-12-23

2023-01-12

Test Management users

Marc Quenouillere

Marie Brulliard

Laurent Guédon

Pauline Heurtebise

Marc Quenouillere

Marie Brulliard

Pauline Heurtebise

Riad Douimia

Marie Brulliard

Marie Brulliard

Marie Brulliard

Vincent HOFMAN

Vincent HOFMAN

To be completed Electronic version

Création du document

Relecture et modifications

Relecture, modifications et validation

Relecture Qualité

Mise a jour du document a la suite des retours clients

Relecture technique et qualité

Mise a jour du document a la suite des retours clients

Mise a jour du document a la suite des retours clients

Mise a jour du document a la suite des retours clients

e Delete all non-TM processes

e Translated into English to get a generic
version

e Updating screenshots with English versions

Updating the document after customer’s feedbacks
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